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EXECUTIVE SUMMARY

The purpose of this document is to provide additional documentary material dealing with subjects introduced in SSDC-1, Occupancy-Use Readiness Manual, and SSDC-12, Safety Considerations in Evaluation of Maintenance Programs. In augmenting SSDC-1, Part I of this manual provides additional material related to process safety; in the case of SSDC-12, the subject of safety considerations in evaluation of maintenance programs is broadened in Part II to include maintenance of personnel systems and procedural systems as well as hardware. "Maintenance" is related more directly to the concept of operational readiness and an alternative analytical tree is provided for hardware maintenance program evaluation.
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PROCESS OPERATIONAL READINESS

AND OPERATIONAL READINESS FOLLOW-ON

INTRODUCTION

The first document in the SSDC (System Safety Development Center) series deals with the subject of Occupancy-Use Readiness (Reference 1). The material included in that manual provided the basis for development of the SSDC workshop in Operational Readiness (Reference 2). The original Occupancy-Use Readiness Manual, however, deals only generally with the subject of process safety; i.e., the safety of overall "processes" such as solar collection systems, nuclear reactors, and coal fired electrical plants. The manual also fails to detail the considerations involved in maintaining the state of readiness on a continuing basis. Both of the latter subjects are dealt with in some detail in the SSDC's Operational Readiness Workshop.

The purpose of this document is to provide additional documentary material dealing with subjects introduced in SSDC-1, Occupancy-Use Readiness Manual, and SSDC-12, Safety Considerations in Evaluation of Maintenance Programs. In augmenting SSDC-1, Part I of this manual provides additional material related to process safety; in the case of SSDC-12, the subject of safety considerations in evaluation of maintenance programs is broadened in Part II to include maintenance of personnel systems and procedural systems as well as hardware. "Maintenance" is related more directly to the concept of operational readiness and an alternative analytical tree is provided for hardware maintenance program evaluation.
PART I--PROCESS SAFETY

Operational Readiness

We will first discuss operational readiness concepts in the context of getting things off to a good start for new or modified systems. We will proceed in Part II to consideration of use of the operational readiness analytical tools as a basis for ongoing evaluation of system safety and the effectiveness of total system maintenance programs.

What Do We Mean by Operational Readiness?

In the MORT sense, operational readiness means achieving a configuration which places the right people in the right places at the right times working with the right hardware according to the right procedures and management controls. At a secondary level, this implies that these elements are functioning in a proper physical and psychological environment.

What Determines What Is "Right" and "Proper?"

"Rightness" in achieving operational readiness is based on two kinds of criteria:

1. Functional Criteria

   a. The system is accomplishing its functions in an acceptable manner.

   b. The system is operating at acceptable risk level in terms of environment, safety and health risks as well as business risks.

2. Applicable codes/standards and regulations established at all control levels inside and outside of the operating organization.
While the intent of both of these types of criteria is often the same, applicability and relevance as related to specific systems are often quite different in a practical sense.

What Are the Basic Elements of Any System?

The three basic system elements are:

- People
- Hardware Elements
  - Process hardware/tools, etc.
  - Buildings and Grounds
- Procedures and Management Controls

As indicated in Figure 1, these three elements provide only half of the analytical picture. We must also consider the interfaces among these elements.

- Do the people match the hardware; e.g., is the hardware properly operable for the people who have been selected and trained to operate it; e.g., have we selected people with proper color discrimination to deal with color coded hardware elements?

- Do the procedures match the hardware; e.g., have we avoided situations in which the operators have been given Mark IV procedures manuals to operate Mark V equipment?

- Do the procedures match the people who are to use them; e.g., do we have selection procedures which assure a proper degree of functional literacy for people who must read and understand complex work procedures?
Hardware-People-Procedures Relationships

Do the procedures match the people who use them?

Do the people match the hardware?

Procedures and management controls

Do the procedures match the hardware?

Figure 1
How Do We Achieve Operational Readiness?

Operational readiness is accomplished by proceeding along selection/development lines as indicated in Figure 2. The status of operational readiness is indicated by the bull's-eye at the center of the diagram. As may be seen, each of the major elements achieves its state of readiness by progressing from an establishment of conceptual specifications and selection criteria to a final state of "here-and-now" readiness labeled "go" on the diagram.

It should be noted that the interface development cycles must evolve through the same sort of progression if we are to arrive at a final state of system readiness.

For example, (plant-personnel interface) if we have valves in the system which require "two strong men and a boy" to manipulate, we do not select 90 pound weaklings to operate the system. If components and displays are color coded, we must establish and maintain proper color discrimination criteria in personal selection. Similarly, (personnel-procedural interface) if we select complex written technical procedures as a control medium, we must maintain functional literacy requirements in our personnel selection criteria.

Finally, (plant-procedural interface) we must select procedural types which are appropriate to the hardware systems which our operators are controlling. The procedures should be sufficient to establish proper control but should be no more than are necessary in terms of the hardware design and the characteristics of the personnel themselves.

In short, the personnel, procedures and hardware cannot be taken to a state of readiness individually. They must be in a collective state of readiness in accordance with system operational requirements.
How do we achieve operational readiness?

Figure 2
How Can We Prevent Oversights in Complex Systems?

A complex system involves a great many people, hardware, and procedural components. This results in the need for analytical models which can enable us to keep track of all of these elements.

The primary analytical model is the readiness tree shown in Figure 3. This is the same tree which was introduced in SSDC-1 (Reference 1). Going beyond the discussion of Reference 1, however, we may go on to develop the "Basic Structure and Facility" element defined in Reference 1 to a complete hardware/plant process description. This process is indicated in Figure 4. Similarly, plant operator/supervisory/management personnel structures may be defined and be associated with the hardware elements on a one-to-one basis. Finally, the hardware structure may be related to applicable operating procedures and management controls.

This does not require structure of personnel/procedure branches which duplicate the hardware configuration structure. Rather, it may be done through use of hardware based matrices related to individual hardware items. These matrices define the procedural and personnel needs for each hardware element. This methodology is described in detail in the SSDC Operational Readiness Workshop (Reference 2). Once the analytical tree and its matrices are completed, it describes, in any desired level of detail, the individual things which need to be in place if the system is, indeed, in a state of readiness.

The Total Development Cycle

It might appear that this process is simply a matter of tracking a construction job along with parallel personnel staffing and structure of procedural systems. While we may approach this idealized situation in some cases, the more common situation in modern high technology systems is the one shown in Figure 5. In this case, we are evaluating operational
Figure 4
Development

General constraints

Baseline configuration
- Hardware
- Personnel procedures & Management controls

Safety analysis reports
- Preliminary
- Final

Current system configuration

Operational safety assessment

Operational readiness

Specific operating protocol

1. General studies, development of data, development of method, etc.
2. General policies, rules, standards, regulations, etc.
3. Mission specific analysis
4. Methods and Information
5. Preliminary reports
6. Final reports
7. Technical specs
8. Operating limits
9. Management controls
10. QA requirements

Figure 5
readiness based on the current system configuration and a specific operating protocol indicated inside the dotted rectangle. Acceptability is based on an operational safety assessment (Box 9) which utilizes appropriate technical specifications, operating limits, management controls and quality assurance criteria/information (Box 6).

If we examine the situation closely, however, we find that we are dependent on a great deal of upstream developmental work (Boxes 1-5). This development work has led to the system which we are dealing with. We find, then, that our ability to determine the readiness of a system is always dependent to some degree on the quality, quantity and scope of this upstream work. For example, a number of years ago, considerable difficulty was experienced in establishing operational readiness for a nuclear test reactor to operate because of limitations in parametric scope of the laboratory experiments which had established the empirical equations relating to heat transfer. These supporting laboratory experiments had actually been performed many years earlier and were not related on a one-to-one basis to the current machine.

Generally speaking, we are provided with two choices in a situation of this kind. We may sacrifice time and money to perform additional preparatory work or we may accept the uncertainties and/or lack of system control arising from incomplete upstream preparation.

What Is the Relationship Between Operational Readiness and Mishaps?

The mishap or accident is generally evidence that a system was not, indeed, operationally ready. If we examine Figure 6, we see that this, in turn, represents failure in one or more of the preparatory steps for people, hardware, or procedures/management controls.

Even situations in which conditions which were not under our control were involved as causal factors can still indicate a lack of operational readiness. For example, wind/lightning damage can indicate design deficiencies in system protection from these natural hazards. Other
Case study #1

Upstream Processes

The mishap is the result of "upstream processes":

The "Upstream Processes"

- People at the job site
- Procedures and management controls relating to the mishap
- Hardware
- Conditions at time of mishap
situations may indicate that we failed to establish meteorological controls over our operations in an adequate manner.

The nature of the three upstream processes is indicated in Figures 7, 8, and 9. Figures 7 and 8 are self-explanatory; Figure 9 is discussed in detail in Reference 5. The important points in examining these figures are three:

1. The processes are complex and involve many people and interfaces.

2. The processes are interrelated.

3. The need for system follow-on maintenance and ability to deal with change is evident in all the processes, not just hardware elements.

How Can We Track and Display Progress?

In dealing with complex systems, it is necessary that orderly methods for tracking and displaying readiness information be established. These cannot always be based on final product inspection. For example, certain hardware elements must be inspected prior to the time that they are made physically inaccessible through construction. Similarly, it is not always possible to determine whether a procedure was "reviewed" or whether an operator was "trained" by simple observation after the fact.

Our readiness determination, therefore, must be based to some degree on records, certification, spot checks and descriptions of processes as well as on product examination.

The situation is demonstrated in Figure 10. The readiness elements defined in the analytical trees must be completed by people. These people perform the tasks defined as "what" in Figure 10. Readiness is achieved when, and only when, all of the actors ("who") have completed all of their tasks ("what").
Preparation of Procedures

1. Prepare document revision request (DRR)
2. Determine need for and categorize procedure
3. Write or modify procedure
4. Obtain field review
5. Obtain procedure review board (PRB) approval
6. Issue procedure for field use
7. Maintain procedure history file

Figure 7
The Hardware Configuration Control Model

- Design → Fabrication → Installation
- Maintenance → Operation → Response to change

Figure 8
Objective

Readiness Working tree

Operational readiness matrix

△ Known not complete
○ Known complete
◇ Status unknown

work sequence charts

Figure 10
Very often the manager or other reviewer will not be concerned with "who" but only that the necessary tasks ("what") have been done; that is, that all of the elements in each vertical column of the matrix have been completed.

In any case, methods must be established to determine that all of the necessary tasks required to achieve a state of readiness have been accomplished. Detailed methods for accomplishing this are described and discussed in the Operational Readiness Workshop.

Generic Readiness vs. Mission/Task Specific Readiness

Ordinarily, initial operational readiness is defined in terms of more or less general functions to be performed by the system. This may or may not provide sufficient assurance that a system is operationally ready to accomplish all specific missions and tasks. The general operational readiness methodology admits the possibility of evaluating the readiness process in the context of specific missions or tasks which the system might be asked to perform. This is particularly important for tasks/missions which lie outside the usual system functions. Use of the operational readiness techniques in this way constitutes a form of change/difference analysis.

Collection and Analysis of Readiness Information

In order to provide historical records and to provide inputs for operational readiness review (as compared with "do") processes, it is necessary that we collect and analyze our operational readiness information. Figure 10 indicates that the tasks defined by the operational readiness review tree are performed by responsible individuals and groups within the organization.

In earlier discussion of Figure 10, we indicated that upper management is often not concerned with "who" did particular tasks but rather whether
the complete jobs have been done or not. This means that certain individuals must be responsible for tracking and knowing the status of work completion.

These are not necessarily the same individuals who do the work. For example, an installation of an instrument panel may involve electricians, instrument personnel, pipefitters, laborers, painters, insulators and other craftsmen and their supervisors. Each of these groups may report, independently, that their particular work orders are complete and "clear". The important question, however, is whether or not the control panel is complete and functional in accordance with the intended design and function. This may require additional inputs from the quality assurance and operating groups, as well as "collective" overview reports from line managers and from coordinators. Experience indicates that an important part of the operational readiness process involves identification of individuals who are responsible for knowing and reporting the readiness status of each component and subsystem of the system.

**Readiness Review**

The review and validation of readiness, as distinguished from achieving an advertised state of readiness, is an important part of the operational readiness process. Review may be performed by staff personnel, by ad hoc committees/boards or this may be an implicit part of upper management overview.

In any case, review should include scrutiny from two points of view by personnel having different skills and knowledge. Review should include:

- Review by technical specialists to assure that the system is adequate from the point of view of technical function of individual subsystems.
Review by higher command level management to assure that the overall system will do what is needed in the broader sense.

**Logical Review vs. a "High Tech Easter Egg Hunt"**

While there is much to be said for the benefits of informal technical review by skilled, experienced individuals, there is a high risk of oversights (in the "overlooking" sense) and omissions. On the other hand, rigid checklist type review tends to put blinders on the process. This indicates that an optimum review process should provide sufficient structure to reduce oversights/omissions but should provide adequate unstructured "search-out" latitude to take full advantage of the individual genius of the reviewers.

We need to base our operational readiness processes on:

- Prevention of oversights in dealing with hazards.
- Establishing the individual criteria which define the state of readiness and assuring that these criteria are met.
- Having the proper specialists participate in each operational area in:
  - Achieving the state of readiness.
  - Operational readiness review.

**How Do We Set Up the Operational Readiness Trees?**

The System Safety Development Center has collected a large number of sample readiness trees covering a wide variety of applications ranging from broad generic material to highly specialized applications. Some of these are shown in SSDC-1 (Reference 1) and in Appendix A of this report. Generally speaking, three rules apply in design of operational readiness material:
1. Use standardized trees and models for straightforward jobs.

2. Develop special trees for unusual and complex systems.

3. Always design operational readiness "do" and "review" analytical models and methods to the organization's own management, work control, configuration control and quality assurance systems.

Scaling and Detailing

The analytical trees and matrices shown in Appendix A relate to large complex systems. The operational readiness technology is scalable to any type of system. For example, consider application of the standard tree shown in Figure 11 to the job of a custodian cleaning up a meeting room. In this case, the model need be developed no further than:

- Person

  Have custodians been assigned to clean the room?

- Hardware

  Do the custodians have brooms, dust cloths, furniture polish and other necessary tools and equipment?

- Procedures

  Do the custodians have adequate instructions relating to when and how they are to proceed in cleaning the room?

Working to this level will often indicate the need to extend the development further. For example, is the furniture polish referred to above flammable or toxic? If this is the case, additional training for the person, special operating procedures and storage cabinets (hardware) may be necessary.
The Standard Tree

Figure 11
In all cases, the rule is to make the "punishment fit the crime" in terms of necessary and sufficient development to provide adequate hazard control.

Let's Review How the Total Readiness Tree Works

1. Upper echelon personnel specify the top policy, goals, objectives and constraints.

2. Lower echelons and staff provide the detailed task structure necessary to achieve readiness in terms of the stated policy, goals, objectives, and constraints.

3. Lower echelons and staff evaluate and report progress in terms of completion of the detailed task structure (which is related to policy, goals and objectives through the tree logic structure).

4. Upper management reviews and/or directs staff review of the overall picture in terms of the original policy, goals and objectives.

5. Upper management takes appropriate actions:
   (a) Accepts the situation as reported.
   (b) Directs change.
   (c) Requests additional information.

What Are the Biggest Problems?

- Identifying all of the elements of the system (in proper detail).
- Identifying deficiencies, deviations, unknowns.
• Reducing deficiencies, deviations, and unknowns to statements of operational risk.

• Communicating risks to upper level command (decision makers).

How Are Existing Inspections, Reviews, Checklists Used?

As indicated in Figure 12, existing material such as checklists and review and inspection findings are simply used to provide information required to satisfy the analytical tree requirements.

An advantage of structuring the analytical trees in a logical manner is that two sorts of system defects are revealed:

1. Logical deficiencies in information collected.

2. Redundant and superfluous information which is collected but serves no useful purpose in a logical sense.

How Do Operational Readiness Trees Relate to Operational Risk?

Readiness trees should be color coded in the usual manner (References 1 and 3):

Green Code: Item known to be complete as specified.

Red Code: Item known to be incomplete and/or out of specification.

Blue Code: Status of item Unknown.

In the case of "green" items the risk (safety) analyses which have been performed for the system are protected in terms of system design specifications.
How do we use existing inspections, reviews, checklists, etc.?
For "red" items risk (safety) analyses must be reevaluated in the context of the known variances. Acceptability of the system must be determined in the context of the revised risk (safety) analyses.

"Blue" items are most difficult to deal with since the nature of potential variances is unknown. The "true" but "unknown" status of the "blue" item can lead to a very wide range of potential consequences:

1. The item might be complete as specified.

2. The item might be in various states of completion/variation from specifications. The state of completion/variation from specifications might:
   
   (a) Have no effect on operational risks

   (b) Have a negative effect on operational risks

   (c) Actually have a beneficial effect on operational risks.

In the case of "red-code" and "blue-code" items failure mode and effect analyses must be performed in order to evaluate actual/potential effects on operational risks. Once this is done the acceptability of these risks (including uncertainties and unknowns) may be evaluated in accordance with the management control sequence described on page 24.

A similar situation exists in dealing with the ongoing evaluation of maintenance and follow-on activities discussed in Part II of this report.
Keeping the System Operationally Ready

Keeping the system operationally ready is a "maintenance" task and involves the two elements defined by MORT (Reference 4).

- Plan
- Execution

As indicated in Figure 13, the design and plan of a maintenance program appears as a part of policy implementation on the right side of the MORT diagram. Execution, in the environment, safety and health sense, is related to maintenance of barriers and controls on the left side of the MORT diagram.

If we review our definition of operational readiness, we find that there are three elements involved in achieving an initial state of readiness. As indicated in Figure 14, these include the hardware, the personnel, and the procedures/management controls.

As indicated earlier, one must also consider the three interfaces between these elements. We, therefore, not only have the conventional sort of hardware maintenance to consider, but we must consider both design/plan and execution in "maintenance" of:

- Our personnel pool
- Our procedural/management control systems.

Let's look at these three elements.
MORT

Risks and losses

Specific factors
- Hazards
- Barriers and controls
- Targets

Management factors
- Policy
- Policy implementation
- Risk evaluation

Design and plan of followup program

Maintain a state of operational readiness

Figure 13
What is operational readiness?

- Right people
- Right time
- Right place
- Right hardware
- Right procedures and management controls

![Diagram](Figure 14)
Maintenance of Hardware

We have two areas of interest in establishing and operating hardware maintenance programs:

1. The nature of the basic program.

2. The way that maintenance efforts are prioritized in terms of environment, safety and health considerations.

The MORT diagram itself (Reference 3) provides for the first rudimentary level of maintenance program evaluation. This evaluation is expended and detailed in SSDC-12 (Reference 4).

The SSDC-12 evaluation scheme was designed to provide a one-on-one correspondence with a contemporary guide for general maintenance program evaluation in the year 1978. While this SSDC-12 analytic is still valid and appropriate, an alternative analytic has since been designed and appears as Appendix B of this report. The Appendix B version has basically the same technical content as SSDC-12 but the logic format has been markedly changed. For example, the number of first tier items has been greatly reduced from those used in SSDC-12.

Prioritizing of system components must be done on a custom basis for each system and subsystem. This prioritizing is often taken care of automatically by assignment of quality assurance criteria. If this is the case, it must be assured that the maintenance program maintains elements with the same degree of rigor defined by the original quality assurance level assignments.

How Do The Maintenance Elements Fit Together in Operational Mishaps?

As we indicated earlier, operational mishaps and accidents generally indicate a failure to establish and maintain a state of operational readiness. This is illustrated in a generic sense in Figure 15. Figure 15 is a simplified event and causal factor chart (Reference 6). Here we
How do these Elements Fit Together in Operational Mishaps

Program defect

Specific failure

System out of operational readiness

Event → Event → Event → MISHAP

Failure to:
- Complete mission
- Within budget
- On schedule
- With acceptable side effects
have a program defect leading to a specific program inadequacy which takes the system out of its condition of operational readiness. A series of events then carry the system through to the ultimate mishap. For example, the specific failure could be failure to lubricate a coolant pump bearing. The system is then "out of operational readiness" with a dry bearing. This leads to overheating (the second event), to seizing of the bearing (event three), and finally to loss of coolant which the pump was supposed to have provided, with severe damage to components which were to have been cooled by the pump.

Going back to the program defect (or, more often, defects), we find that "upstream" defects leading to failure to lubricate the pump bearing might be originating in a number of areas. As indicated in Figure 16, the failure could be involved in design, fabrication or installation of the pump in such a way that maintainability was compromised (Reference 7). Lubrication of the pump could involve "maintenance" and/or "operational" activities in a number of ways.

Finally, the ultimate disaster could have been averted had failure to lubricate been detected and corrected prior to catastrophic damage (through response to change). This entire sequence may be related to a typical operational readiness work sheet shown in Figure 17 which includes a number of maintenance related items.

It should be noted that initial operational readiness also included both "personnel" and "procedural" items.

This closes our loop back to Figures 16, 18 and 19 and indicates the need not only to maintain our hardware systems but the need to maintain our personnel pool with personnel who are up-to-date in their capability to operate our systems adequately as indicated in Box 1.2 of Figure 18.
The Hardware Configuration Control Model

Design → Fabrication → Installation

Maintenance → Operation → Response to change

Follow-on

Figure 16
<table>
<thead>
<tr>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Number assigned to description box</td>
</tr>
<tr>
<td>Brief job description using simplified nomenclature where possible</td>
</tr>
<tr>
<td>Numerical coding system for tree orientation</td>
</tr>
<tr>
<td>Individual who knows when the job was done, what was done and the final status</td>
</tr>
<tr>
<td>Status of as-build drawings, analysis and reviews to update systems</td>
</tr>
<tr>
<td>Status of and including as-built verification of installation processes</td>
</tr>
<tr>
<td>Status of maintenance requirements and calibration processes</td>
</tr>
<tr>
<td>Status of required spare parts for equipment and systems as identified in the system design description (SDD)</td>
</tr>
<tr>
<td>Status of all drawings designated as specific for a special system or equipment required for a particular job of work</td>
</tr>
<tr>
<td>Status of and including resolution of quality assurance discrepancies</td>
</tr>
<tr>
<td>Status of procedures, i.e., detailed operating procedures (DOP), maintenance, calibration and requalification procedures</td>
</tr>
<tr>
<td>Status of the personnel. Selection, training, qualification, and testing</td>
</tr>
<tr>
<td>% Complete with sign off date</td>
</tr>
</tbody>
</table>
Figure 18
Preparation of Procedures

1. Determine need for and categorize procedure
2. Prepare document revision request (DRR)
3. Write or modify procedure
4. Obtain field review
5. Obtain procedure review board (PRB) approval
6. Issue procedure for field use
7. Maintain procedure history file

Follow-on
Similarly, Figure 19 indicates, in Box 1, the requirement for a continuing function to establish the need for new and revised procedures based on current operational requirements.

In short, we must "maintain" all of the operational readiness elements and their interfaces, not just the hardware.
REFERENCES


APPENDIX A

SOME SAMPLE OPERATIONAL READINESS TREES

This Appendix includes some examples of operational readiness trees selected from the SSDC files. Due to space limitations, these trees are not included in their entirety but include only enough material to define the logic and structure utilized by the designer.

Complete reports relating to each of these trees are available upon request from the System Safety Development Center.
EXAMPLE 1

This analytical tree was designed to establish operational readiness for restart of a nuclear chemical processing plant which had been out of service for a number of years.

Development included the tree itself along with detailed "punch lists."
Figure A2
Figure A3

NOTE: JSA-JOB SAFETY ANALYSIS
EXAMPLE 2

This tree relates to operational readiness of a large oil drilling platform on the British sector of the North Sea off-shore oil fields.
Figure A7
EXAMPLE 3

This example has to do with startup readiness for a nuclear reactor.
EXAMPLE 4

This is the startup readiness tree for the Princeton Tokamak Fusion Test Reactor (TFTR).
EXAMPLE 5

This is the hardware branch of a nuclear reactor operational readiness tree. The operational readiness work sheet discussed in Figure 17 of this report is completed for each hardware item in this tree. This eliminates the need for much laborious duplication on the personnel, procedures/controls branches.
EXAMPLE 6

This is the operational readiness tree for preparation of an RFP (Request for Proposal) for an AMO (Aerial Measurement Operations) support facility.
Let’s look at an example of readiness for a real life ground support facility.

Objective:
establish criteria, package & let
RFP for AMO building

I
Safety considerations

II
General management

III
GTS engineering

IV
Operations management AMO

V
Legal

VI
Security

VII
Procurement

Figure A12
Safety considerations

Cost/risk analysis

Lessor limitations

Aircraft ground safety
Aviation safety
Pollution control
Ionizing radiation safety
Fire protection
Occupational health
Industrial safety
Traffic safety
Handicapped provisions

Figure A13
Figure A14

- Aircraft Ground Safety
- Future needs
- Fueling
- Parking space
- Vulnerability
- Parts storage
- Controlled access
- Maintenance and crew
- Passengers
- Hangar space adequate
- Access to runway
- Maneuvering space
- Location of shops
- Fueling adequacy
- Portable extinguishers
- Material loading requirements
- Tie downs
EXAMPLE 7

This is an operational readiness tree prepared to evaluate the readiness of radiation protection systems at nuclear power plants.
ADEQUATE & EFFECTIVE RADIATION PROTECTION PROGRAM

ROUTINE OPERATIONS

EMERGENCY OPERATIONS

RADIATION PROTECTION ORGANIZATION

PERSOEEL SELECTION & TRAINING

EXPOSURE CONTROLS

RADIOACTIVE WASTE MANAGEMENT

ALARA PROGRAM

FACILITIES & EQUIPMENT

APPENDIX B PROGRAM

Figure A15
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APPENDIX B

AN ALTERNATIVE HARDWARE MAINTENANCE PROGRAM EVALUATION TREE

M. G. Bullock

1. FACILITY MAINTENANCE

Performance Objective

To provide a maintenance organization that is adequately staffed, trained, and has the necessary equipment to maintain the facility in a state of readiness to support the program requirements. The system of administration and control of the maintenance program shall enhance equipment reliability and performance, to assure plant safety and availability (Figure B-1).

1.1 Organization Structure and Administration--Criteria

1.1.1

The maintenance organization shall be of sufficient size and structure to enable safe and efficient performance of duties. The organization chart shall reflect actual reporting lines and show the relationship to other organizational units.

1.1.2

Comprehensive descriptions of maintenance nonbargaining unit positions shall be formally established. Position descriptions shall define job functions, responsibilities, and authorities. Copies of the position descriptions shall be made available to the respective individuals.
A training program shall be established for maintenance job functions that could affect the quality of structures, systems, and components related to reactor safety. The training program shall include applicable administrative controls, special complex system and component instructions, and on-the-job demonstration of performance capability.

Adequate maintenance facilities and equipment shall be provided to support completion of all necessary work and to promote safe and efficient work practices. The variety and quantity of spare parts, equipment, tooling, and consumable materials shall be adequate to prevent unnecessary delays. Methods of storage shall be adequate to prevent degradation of materials during storage.

1.2 Work Control System--Criteria

1.2.1

A work control system shall be established that provides for prompt identification of the need for maintenance action and results in the preparation of a formal work request.

1.2.2

A system of planning and scheduling of maintenance work to be performed during operating and shutdown periods shall be established. Planning and scheduling shall include interdepartmental coordination, work priority, man-hour estimates and special skills, procedures, equipment, and material required. Planning shall include any action needed to ensure personnel safety and to minimize personnel radiation exposure (ALARA).
1.2.3

To assure plant operating and design integrity is maintained, designated maintenance work shall be subjected to quality review. This review shall address at least the following:

1. Proper identification of safety related components, systems, or structures.

2. Appropriate acceptance criteria for post-maintenance verifications and functional test requirements.

3. Nondestructive examination and test requirements.

4. Procedure requirements for the proposed work.

5. Site Work Release (SWR) change controls shall be applied to maintenance work on any system that may affect plant safety or reliability.

1.2.4.

Approval by the operations shift supervisor or other designated operations personnel shall be required prior to starting any maintenance work within the reactor facility. Maintenance supervisory personnel shall monitor work in progress to assure that the work is completed as described.

1.2.5

Inspection instructions and other specific precautions shall be integrated into the work control document to assure no undesirable materials enter the primary system or rotating equipment. Inspection and operational checkouts shall be performed at the completion of maintenance work to assure system integrity and operability where applicable.
1.2.6

Completed work control documents shall be reviewed for completeness and verification of the following:

1. Applicable procedures completed.
2. Applicable data sheets filled out properly.
3. All acceptance criteria have been met.

1.2.7

Personnel required to review and verify completion of work control documents shall be designated formally.

1.3 Maintenance Procedures--Criteria

1.3.1

For safety-related and other critical equipment, specific procedures for preventive and corrective maintenance shall be prepared. A system for timely development and revision of maintenance procedures shall exist.

1.3.2

A clear and consistent format for maintenance procedures shall be used. Maintenance procedures shall contain adequate instructions to assure the safe and reliable completion and accurate documentation of the activities performed.

1.3.3

Maintenance procedure, data sheets, and other work control documents completed during the performance of maintenance activities shall be
reviewed periodically to identify persistent or recurring problems and adjustments made to preventive maintenance activities, maintenance practices, and operating practices to further enhance plant safety and reliability.

1.4 Preventive Maintenance--Criteria

1.4.1

The preventive maintenance program shall be documented including specific criteria that defines plant equipment and instrumentation to be included. The preventive maintenance program shall include at least the following:

1. Equipment affecting personnel safety.

2. Equipment used to perform or satisfy a Technical Specification requirement.

3. Equipment the operator must rely upon for plant assessment and control.

4. Equipment affecting plant reliability or availability.

5. Equipment that requires routine lubrication and/or inspection.

1.4.2

Safety-related equipment shall have specific preventive maintenance procedures available and a history file of completed procedures established and updated routinely as changes to equipment occur.

1.4.3

Preventive maintenance shall be specified and conducted on plant equipment at realistic frequencies. The preventive maintenance
requirements shall be based on manufacturer's recommendations, Technical Specification requirements, past operating experiences, and good maintenance practices, as applicable.

1.4.4

Preventive maintenance status shall be monitored and controlled to ensure activities are completed as scheduled. Any preventive maintenance activities that are deferred shall be reviewed and evaluated by operations management.

1.5 Control of Portable Measurement and Test Equipment—Criteria

1.5.1

The calibration status of measurement and test equipment shall be readily apparent and the equipment shall be uniquely and permanently identified.

1.5.2

Calibration of measurement and test equipment shall be at defined intervals or prior to use. Certified equipment, traceable to nationally recognized standards shall be used for calibrating measurement and test equipment.

1.5.3

Storage and issuance of measurement and test equipment shall be under a controlled system so as to assure product quality.

1.5.4

Any measurement and test equipment that fails to meet calibration specifications shall be identified by attaching a reject tag documenting the rejection and storing rejected equipment in a separate location. Any
measurements made with that instrument during the interval of the out of tolerance condition shall be evaluated and remeasurements performed, if required. The results of the evaluation shall be documented and filed.

1.6 Control of Special Processes--Criteria

1.6.1

A program shall exist for the training, qualification, requalification, and certification of personnel, procedures, and equipment needed to perform special processes. This program shall be under sufficient configuration control to assure consistent product quality. This program shall include the special processes specified by the EG&G Idaho Quality Manual, QP-9.

1.6.2

A program shall be established for periodic routine maintenance of special process equipment
COMPLETED SSDC PUBLICATIONS

SSDC-1 Occupancy-Use Readiness Manual
SSDC-2 Human Factors in Design
SSDC-3 A Contractor Guide to Advance Preparation for Accident Investigation
SSDC-4 MORT User's Manual
SSDC-5 Reported Significant Observation (RSO) Studies
SSDC-6 Training as Related to Behavioral Change
SSDC-7B DOE Guide to the Classification of Recordable Accidents
SSDC-8 Standardization Guide for Construction and Use of MORT-Type Analytic Trees
SSDC-9 Safety Information System Guide
SSDC-10 Safety Information System Cataloging
SSDC-11 Risk Management Guide
SSDC-12 Safety Considerations in Evaluation of Maintenance Programs
SSDC-13 Management Factors in Accident/Incidents (Including Management Self-Evaluation Checksheets)
SSDC-14 Events and Causal Factors Charting
SSDC-15 Work Process Control Guide
SSDC-16 SPRO Drilling and Completion Operations
SSDC-17 Applications of MORT to Review of Safety Analyses
SSDC-18 Safety Performance Measurement System
SSDC-19 Job Safety Analysis
SSDC-20 Management Evaluation and Control of Release of Hazardous Materials
SSDC-21 Change Control and Analysis
SSDC-22 Reliability and Fault Tree Analysis Guide
SSDC-23 Safety Appraisal Guide
SSDC-24 Safety Assurance System Summary (SASS) Manual for Appraisal
SSDC-25 Effective Safety Review
SSDC-26 Construction Safety Monographs

26.1 Excavation
26.2 Scaffolding
26.3 Steel Erection
26.4 Electrical
26.5 Housekeeping
26.6 Welding/Cutting
26.7 Confined Spaces
26.8 Heating of Work Spaces
26.9 Use of Explosives
26.10 Medical Services
26.11 Sanitation
26.12 Ladders
26.13 Painting/Special Coatings
26.14 Fire Protection
26.15 Project Layout
26.16 Emergency Action Plans
26.17 Heavy Equipment
26.18 Air Quality